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1. Malicious/criminal attack, human error, and system glitches

2. Retaining physical or electronic records

3. 95% of businesses rely on their computers systems to operate

4. Ransomware is evolving. Infections were up 40% last year.

5. 49% of organizations with at least one significant attack were 

successfully attacked again within one year.

Top 5 Reasons For Cyber Insurance

A cyber liability policy provides 1st and 3rd party 

coverage for damages when private, personal, or 

financial information is compromised due to a data 

breach or network intrusion. While exact wording and 

terms may vary, our goal is to match the right coverage 

for the exact exposures of the insured. 

Cyber Liability Insurance
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Trends
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Traditional and Evolving Exposures
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• Credit Card Processing

• Sensitive Data Storage

• Lost or Stolen Devices

• Improper disposal or 

information access  

• Malicious or Accidental 

Employee Actions

• Virus transmission

• Phishing Attacks

• Business Email Compromise

• Vendor Activities

• Ransomware

• Online Payment Activity

Coverage for loss of money or securities due to a person 

impersonating another and fraudulently providing instructions to 

transfer funds. 

➢ Not covered under most standard policies without endorsement

➢ The key to this coverage is that the attack is by trick or scheme

Social Engineering

7

8



4/23/2019

5

Best Practices

• Full audit of cyber coverage

• Make sure there are proper protocols and procedures in place

• Get training

• Monitor the cyber program

Best Practices
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